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Chosen-plaintext Attack on a Chaotic Image Cipher
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Abstract: The security of the chaotic cryptosystem based on general cat map and additive
modular arithmetic is studied. Several weaknesses of the cipher are pointed out. By choosing
three plaintexts, the one-round cryptosystem can be broken. The problems to be solved in
the cryptosystem and possible improved methods are discussed.
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Abstract: A fault-tolerant topology control algorithm of QoS guarantee, referred to as the
AIFT, is proposed. The new algorithm generates K connected topology. and optimizes in-
terference furthest. The simulation results show that AIFT decreases interference and im-
proves the capacity of network.
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